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Introduction
NTAG 5 product family

NTAG 5 Switch

NFC Forum-compliant PWM GPIO bridge for lighting and gaming

NTAG 5 Link

NFC Forum-compliant I2C bridge for IoT on demand

NTAG 5 Boost
NFC Forum-compliant I2C bridge for tiny devices

NTAG 5 switch

NFC Forum-compliant PWM & GPIO bridge for lighting and gaming

NTAG 5 link
NFC Forum-compliant I2C master bridge for IoT on demand

NTAG 5 boost

NFC Forum-compliant I2C bridge for tiny devices supporting very 
small antennas
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Introduction
Positioning of NXP’s NTAG family in portfolio

NFC Frontend solutions
NFC reader with NFC Reader SW 

Library

NFC controller solutions
NFC reader with integrated 

32-bit Cortex MCU

Connected IC solutions
NFC ICs with non-volatile memory and 

host connection or integrated MCU

All round

High-perf multi-protocol reader

CLRC663 plus

Entry level

Specialist
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Plug&Play NFC for Linux, Android, 
WinIoT

PN7150

One chip system, programmable 
NFC controller with DPC

PN7462 family

High-perf full NFC with DPC

PN5180

Proximity & Vicinity readers

MFRC630
SLRC610

NTAG I²C 
plus

NTAG 5
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I2C Interface
Energy Harvesting
Pass-through

Introduction
NTAG 5 Positioning
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switch

NTP5210

link

NTP5332 / NTP5312

boost

NTA5332

ISO15693
Long range

ISO15693
Long range

PWM / GPIO
Energy Harvesting

ISO15693
Long range

256 byte SRAM
AES auth

Standardized Pass-through
Energy Harvesting

Field detect
NFC Silence

PWM / GPIO
Field detection
Energy Harv.

Smallest
Antenna
Footprint

(ALM)

I2C Interface
Pass-through
AES auth
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NTAG 5 switch
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Power and configure a motor or LED

Calibrate the reference current without an MCU, or control and 
dim LEDs

Calibrate devices automatically without an MCU

Verify the authenticity of the device through the value chain 

NTAG 5 switch
NFC Forum compliant PWM and GPIO bridge
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NTAG 5 switch
Technical product features

Main features
NFC Interface NFC Forum Type 5 Tag compliant

ISO/IEC 15693 compliant, up to 60 cm read range

Memory 512 byte user memory

Wired Interface Pulse Width Modulation GPIO Event detection

Energy Harvesting Configurable output
1.8 V, 2.4 V or 3 V 
with up to 30 mW output power

Security 32-bit or 64-bit password protection
3 configurable user memory areas
ECC based reprogrammable originality signature

Temperature range -40°C to +85°C

Wired Interface Details
Total number of lines 2 in/out (push/pull)

1 out (open drain)
1 Hard Power Down

Maximum number of GPIO‘s 2

Maximum number of PWM output 2

Event detection pin (e.g. field detecion) 1

Product Type ID 12NC Package Dimensions Packing MOQ

NTP52101G0JT 9353 549 01431 SO8 3.6 x 6.2 x 1.35 mm (wave soldering compatible) Reel 13" 2500

NTP52101G0JTT 9353 624 09431 TSSOP16 4.4 x 5.0 x 1.1 mm (wave soldering compatible) Reel 13" 2500

NTP52101G0JHK 9353 547 31471 XQFN16 1.8 x 2.6 x 0.5 mm Reel 7" 4000

NTP52101G0JUA 9353 859 92005 FFC Bare die on wafer Wafer 1
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NTAG 5 switch
Memory distribution

• NTAG 5 Switch memory is distributed in two areas organized in blocks of 
4 bytes:

• User memory
• Configuration Memory

• User memory area 
• Accessible using READ_BLOCK and WRITE_BLOCK commands
• Block 0 is the capability container
• NDEF message TLV (if present) starts after Capability Container
• Latest block contains the 16-bit counter and its configuration byte

• Configuration memory area
• Accessible using READ_CONFIG and WRITE_CONFIG commands
• Stores all configuration options
• Contains required security-related information (Passwords, privileges, 

originality signature…)
• Access to configuration blocks can be blocked or password protected

Block Address
Byte 0 Byte 1 Byte 2 Byte 3

NFC

00h Capability Container

01h

: : : : :

7Eh

7Fh Counter

Block Address
Byte 0 Byte 1 Byte 2 Byte 3

NFC

00h

Configuration area
01h

:

ABh
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NTAG 5 switch
Protected User memory areas

AREA_0-L

AREA_0-H

AREA_1

PP_AREA_0H

PP_AREA_1

• Up to three user memory areas configurable through pointers.

• Protection based on password authentication.

• Seven 32-bit passwords available depending on operation to 
protect.

• Different access conditions for AREA_0-L & H sections:
• Enable/Disable NFC Read protection
• Enable/Disable NFC Write protection

• AREA_1 can be used for more sensitive information. 
• Read and write operations always password-protected.
• Independent read and write passwords (different from AREA_0)

• 64-bit password protection can be enabled for read and write 
operations.
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NTAG 5 switch
NFC Forum compliant PWM and GPIO bridge

• NTAG 5 switch includes a set of multiplexed pins, offering general-purpose 
I/O (GPIO) and pulse width modulation (PWM) as well as NFC field 
detection. 

• The characteristics of the PWM or GPIO signal can be configured through 
NFC interface. 

• These features can be used to switch on/off and control motor speed or 
LED brightness. 

PWM signals example
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NTAG 5 switch
Wired Interface configuration

NTAG 5 Switch Pinning

Pin 6 GPIO1 / PWM 1

Pin 7 GPIO0 / PWM 0

Pin 8 ED / PWM 0

Configure output signals 
through NFC interface 
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NTAG 5 switch
Wired Interface configuration example

• Configure current for LED converter through PWM

• Configure second current for tunable white LED

• Use GPIO to enable or disable converter

PWM 0

PWM 1

GPIO 0

GPIO 1

Event Detection

Configuration
through 
registers
over NFC

NTAG 5

Lamp Driver 
(incl.TEA19xx)

PWM

GPIO

PWM
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NTAG 5 switch
Originality Signature

• NTAG 5 comes with pre-programmed proof-of-origin 
functionality to verify authenticity based on Elliptic Curve 
Cryptography (ECC).

• ECC-based originality signature can be reprogrammed or locked 
by the customer using the WRITE_CONFIG command

• Signature can be retrieved using:
• READ_SIGNATURE command
• READ_CONFIG command over dedicated blocks

• Pre-programmed signature can be verified using the 
corresponding ECC public key provided by NXP.

Details on how to check the signature are 
provided in AN11350
Details on how to check the signature are 
provided in AN11350

(one time only)

),,(2 KPuUIDSIGfVERIFY 

Fetch NXP’s 
Public Key

1. Retrieve UID

2. Read Signature

3. Retrieve Sig.

),(1 KPrUIDfSIG 
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NTAG 5 switch
Use cases - Lighting

Relevant features:

• PWM to configure LED current

• GPIO to enable / disable LED

• Originality check of the product by 
reprogrammable ECC signature
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NTAG 5 link
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Supply, read out and send sensor data to the cloud, without an MCU*

Securely, conveniently install and maintain a smart home network*

Use a long-range reader to calibrate and parametrize at the end
of production

Verify the authenticity of the device through the value chain 

NTAG 5 link
NFC Forum compliant I2C bridge

* only NTP5332 supports AES and I²C master
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NTAG 5 link
Technical product features

Main features
NFC Interface ISO/IEC 15693 compliant, up to 60 cm read range

NFC Forum Type 5 Tag compliant

Memory 2048 byte user memory
256 byte SRAM

Wired Interface I²C slave (up to 400 kHz) or I²C transparent master*
channel or Pulse Width Modulation/GPIO 
Event detection or PWM output
Stand-by current <6 µA @ RT
Hard power down current < 0.25 µA @ RT

Energy Harvesting Configurable output 1.8 V, 2.4 V or 3 V 
with up to 30 mW output power

Security AES 128 bit mutual authentication* or
32-bit or 64-bit password protection from NFC perspective
32-bit password from I²C perspective
3 configurable user memory areas
ECC based reprogrammable originality signature
NFC and I²C disable

Temperature range -40°C to +85°C

Wired Interface Details
GPIO / PWM I²C lines may be used as GPIO‘s or PWM lines

Event Detection Multiple events can be used as trigger to the host, or
use ED pin as PWM channel in parallel to I²C

Transparent I2C 
master channel*

Attach and power any I²C slave like sensor or external memory 
without MCU

I2C slave Standardized passthrough synchronization in addition to 
procedure from NTAG I2C Plus passthrough mode

Product Type ID 12NC Package Dimensions Packing MOQ

NTP53121G0JUA 9353 582 08005 
FFC Bare die on wafer Wafer Tbd

NTP53321G0JUA* 9353 582 09005

NTP53121G0JT 9353 549 05431 SO8 3.6 x 6.2 x 1.35 mm
No energy harv.
hard power down

Reel 13" 2500
NTP53321G0JT* 9353 549 11431

NTP53121G0JTT* 9353 624 11431 
TSSOP16 4.4 x 5.0 x 1.1 mm Reel 13" 2500

NTP53321G0JTT 9353 624 96431

NTP53121G0JHK 9353 549 03471
XQFN16 1.8 x 2.6 x 0.5 mm Reel 7" 4000

NTP53321G0JHK* 9353 549 09471

* only NTP5332 supports AES and I²C master
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NTAG 5 link
NFC Forum compliant I2C bridge

• NTAG 5 link can act as a direct bridge between an NFC-enabled device and any I²C slave, such as a sensor or 
external memory. 

• This is especially useful in environments that require zero-power, single-shot measurements. 

• NTAG 5 link can be configured to work as I2C slave or I2C master*. This allows the user to interact with a I2C 
microcontroller.

NTAG 5 link capabilities of I2C master 
mode* can be found in AN12368
NTAG 5 link capabilities of I2C master 
mode* can be found in AN12368

I2C bus specification and user manual 
can be found in UM10204
I2C bus specification and user manual 
can be found in UM10204

* only NTP5332 supports AES and I²C master
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NTAG 5 link
Protected user memory areas

AREA_0-L

AREA_0-H

AREA_1

PP_AREA_0H

PP_AREA_1

Differences with NTAG 5 Switch:

• Pages L and H can be defined independently from I2C and 
RF perspective.

• AREA_1 remains the same as for NFC perspective.

• If PP_AREA_1 points outside user EEPROM, AREA_0-H ends 
at the end of user memory

• Adjustable security level up to AES mutual authentication*

• SRAM access protection available

AREA_0-L

AREA_0-H

AREA_1

I2C_PP

PP_AREA_1

NFC
Interface

I2C
Interface

* only NTP5332 supports AES
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NTAG 5 link
SRAM memory

• SRAM of 256 bytes volatile memory with unlimited write endurance.

• SRAM is only available if the chip is powered via the Vcc pin. 

• If the chip is not powered through Vcc pin it behaves as a standard 
Type 5 tag with EEPROM memory.

From NFC interface:

• SRAM is used for:
• SRAM mirroring 
• Pass-through mode
• I²C master*

From I2C Interface:

• SRAM is always accessible

EEPROMSRAM

LA

LB

SCL

VCC

SDA

ED
NTAG 5

EEPROMSRAM

LA

LB

SCL

VCC

SDA

ED
NTAG 5

* only NTP5332 supports I²C master
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NTAG 5 link
SRAM mirroring

• The SRAM can be mirrored into the user memory

− Behaves like an overlay.  Each read/write operation from RF is 
not executed on the underlying EEPROM, but on the SRAM.

− EEPROM content is not influenced.

• Use case:

− Dynamic update of pairing information (write a new key every 
second)

• Hints:

− The mirroring is effective for both RF and I2C side. 

− From I2C perspective it is also still accessible through fixed 
SRAM addresses (2000h-203Fh)

− Not compatible with pass-through mode

Block Address
Byte 0 Byte 1 Byte 2 Byte 3

NFC I2C

00h 0000h

01h 0001h

02h 0002h

03h 0003h

: : : : : :

3Fh 003Fh

40h 0040h

: : : : : :

1FEh 01FEh

1FFh N/A Counter

SRAM
Mirrored

Normal
EEPROM

EEPROM structure (SRAM Mirroring active)

* only NTP5332 supports AES and I²C master
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NTAG 5 link
Pass-through mode

• Pass through mode transfers data from RF to I2C interface and vice 
versa using the 256-byte SRAM saving EEPROM cycles. Available for 
NTAG 5 link and boost models.

• Data flow from one side to the other is synchronized using 
interruption signal and register settings.

Use cases:

RF  I2C data exchange:

• Mobile device writes data into the microcontroller

• Update microcontroller FW from NFC interface

I2C  RF data exchange:

• Download of data into mobile device (e.g. large amount of 
logging data, error descriptions…)

RF  I2C

I2C  RF
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NTAG 5 link
Energy Harvesting

• Allows the user to supply external low-power devices with energy 
harvested from NFC field generated by an NFC device.

• Output voltage can be configured:
• 1.8 V
• 2.4 V
• 3.0 V

• Two modes of operation:
• Optimized for low field strength (default)
• Optimized for high field strength

• Up to 30mW output power
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• Save front-panel space

• Device can be fully sealed  NFC communication possible through plastic, glass…

• Together with consumer mobile phone cost efficient IoT solution

Constant monitoring of sensors

NTAG 5 link
Benefits

Microcontroller

NTAG 5 link

Supply

I²C Slave

Sensor

Supply

Battery
Data exchange
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• Overall BOM reduction:

− No Battery needed

− No MCU needed data process in app or cloud

• Especially for devices where power is an issue

• Device can be fully sealed

Ad-hoc read out of sensors

Sensor

NTAG 5 link

Supply (Energy Harvesting)

I²C Master*

NTAG 5 link
Benefits

* only NTP5332 supports I²C master
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• Read/write to sensor through NFC and I²C master*

• No MCU needed for communication to the sensor

• LED brightness changed through PWM indicating the 
communication

I²C Transparent 
Master*

I²C Slave

PWM

PWM

GPIO

GPIO

Event Detection

Configuration
through 
registers
over NFC

NTAG 5

Sensor 
(e.g temp., 

6-axis, humidity...)

I²C 
Master*

PWM

Sensor communication

NTAG 5 link
Target applications

* only NTP5332 supports I²C master



28

NFC commissioning 

• I²C slave interface to a BT/Zigbee µC for pairing protocol

• Event detection pin to wake up the circuit in the event of 
NFC field

I²C Transparent 
Master*

I²C Slave

PWM

PWM

GPIO

GPIO

Event Detection

Configuration
through 
registers
over NFC

KW41

NTAG 5

I²C 
slave

Event 
detection

NTAG 5 link
Target applications
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NTAG 5 link
Use cases – Internet of Things

Relevant features:

• I²C master interface*

• Energy harvesting

• NFC Forum Tag 5 Type tag

• AES mutual authentication*

• Originality check of the product by 
reprogrammable ECC signature

Read out sensor information 
with and without an MCU

Draw power from the NFC 
reader to supply sensors

Secure sensor 
interaction

Verify authenticity 
of the device

* only NTP5332 supports AES and I²C master
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NTAG 5 boost
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Let sealed devices charge and pair securely

Deliver the smallest footprint for secure sensor interactions, 
firmware updates and configuration

Read out status and error codes from small devices

Verify the authenticity of the device through the value chain 

NTAG 5 boost
NFC Forum Compliant I2C Bridge for Tiny Devices



32

NTAG 5 boost
NFC Forum Compliant I2C Bridge for Tiny Devices

Main features
RF Interface & protocols NFC Forum Type 5 Tag

Active Load Modulation for extra range and tiny 
antenna footprint

Memory 2048 Bytes user memory 
256 byte SRAM

Wired Interface I²C slave (up to 400 kHz) or I²C transparent master
channel or Pulse Width Modulation/GPIO 
Event detection or PWM output
Stand-by current <10 µA @ RT
Hard power down current < 0.25µA @ RT
1.62 V to 5.5 V supply

Security AES 128 bit mutual authentication or
32-bit or 64-bit password protection from NFC 
perspective
32-bit password from I²C perspective
3 configurable user memory areas
ECC based reprogrammable originality signature
NFC and I²C disable

Temperature range -40°C to +85°C

Product Type 12NC Package Dimensions Packing MOQ

NTA53321G0FUA 9353 582 84005 FFC Bare die on 
wafer

Wafer 
on FFC

Tbd

NTA53321G0FTT 9353 625 04431 TSSOP16 4.4 x 5.0 x 1.1 mm Reel 13" 2500

NTA53321G0FHK 9353 549 13471 XQFN16 1.8 x 2.6 x 0.5 mm Reel 7" 4000

Wired Interface Details
GPIO / PWM I²C lines maybe used as GPIO‘s or PWM lines

Event Detection Multiple events can be used as trigger to the host, or
use ED pin as PWM channel in parallel to I²C

Transparent I2C 
master channel

Attach and power any I²C slave-like sensor or external memory 
without MCU

I2C slave Standardized passthrough synchronization in addition to 
procedure from NTAG I2C Plus passthrough mode
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NTAG 5 boost
NFC Forum Compliant I2C Bridge for Tiny Devices

Consumer

Industrial

IoT

• NTAG 5 boost is the most complete chip of the NTAG 5 family. 

• It incorporates the same characteristics of NTAG 5 link, while adding Active 
Load Modulation (ALM) feature to deliver robust and reliable communication 
with NFC phones, bringing a new level of convenience to tiny devices.



34

NTAG 5 boost
Active Load Modulation

NTAG 5

Battery / USB 

Sensor / 
Microcontroller / 

LED

• Allows the user to build a compact antenna with a smaller footprint 
without compromising the read range.

• NTAG 5 boost in active mode should be powered using a battery or an 
external power supply (e.g. USB)

• Energy efficient design:
• Hard power-down < 0.25 μA
• Stand-by current < 10 μA

Vcc

0

1

2

3

4

5

6

7

8

9

10x10 mm antenna
with ALM

Credit card size
antenna pasive

Operating distance

Samsung S8 iPhone 8

Phone 1

Phone 2

Antenna size ratio
comparison
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Relevant feature

• Active Load Modulation

• I²C master interface

• NFC Forum Tag 5 Type tag

• Adjustable security levels up to 

mutual AES authentication

• Originality check of the product by 

reprogrammable ECC signature

NTAG 5 boost
Use cases – Internet of Things

Microcontroller

NTAG 5 boost

Supply

I²C Slave

Sensor
Supply

BatteryData exchange

Read out sensor 
information without 

MCU

Verify authenticity 
of the device

Smallest footprint
Antenna
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Summary
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Introduction
NTAG 5 Product family

• NFC Forum compliant Type 5 tag

• ISO/IEC 15693 compliant

• 512 bytes user memory

• Configurable wired interfaces:

• PWM / GPIO

• NFC Field detection

• Energy harvesting with output up to 30mW

• 3 configurable user memory areas

• 32/64-bit password protection

• ECC reprogrammable originality Signature

• Low power consumption

• < 6 μA Standby

• < 0.25 μA Hard power down

NTAG 5 switch
• NFC Forum compliant Type 5 tag

• ISO/IEC 15693 compliant

• 2048 bytes user memory

• 256 bytes SRAM

• Configurable wired interfaces:

• I2C master and slave*

• PWM / GPIO

• NFC Field detection

• Energy harvesting with output up to 30mW

• 3 configurable user memory areas

• 32/64-bit password protection

• 128-bit AES mutual authentication*

• ECC reprogrammable originality Signature

• NFC Silence

• Low power consumption

• < 6 μA Standby

• < 0.25 μA Hard power down

NTAG 5 link

• NFC Forum compliant Type 5 tag

• ISO/IEC 15693 compliant

• Active Load Modulation feature for 
performance boost

• 2048 bytes user memory

• 256 bytes SRAM

• Configurable wired interfaces:

• I2C master and slave 

• PWM / GPIO

• NFC Field detection

• Energy harvesting with output up to 30mW

• 3 configurable user memory areas

• 32/64-bit password protection

• 128-bit AES mutual authentication

• ECC reprogrammable originality Signature

• NFC Silence

• Low power consumption

• < 10 μA Standby

• < 0.25 μA Hard power down

NTAG 5 boost

* only NTP5332 supports AES and I²C master
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Introduction
NTAG 5 Product family

• NFC Forum compliant Type 5 tag

• ISO/IEC 15693 compliant

• 512 bytes user memory

• Configurable wired interfaces:

• PWM / GPIO

• NFC Field detection

• Energy harvesting with output up to 30mW

• 3 configurable user memory areas

• 32/64-bit password protection

• ECC reprogrammable originality Signature

• Low power consumption

• < 6 μA Standby

• < 0.25 μA Hard power down

NTAG 5 switch
• NFC Forum compliant Type 5 tag

• ISO/IEC 15693 compliant

• 2048 bytes user memory

• 256 bytes SRAM

• Configurable wired interfaces:

• I2C master and slave*

• PWM / GPIO

• NFC Field detection

• Energy harvesting with output up to 30mW

• 3 configurable user memory areas

• 32/64-bit password protection

• 128-bit AES mutual authentication*

• ECC reprogrammable originality Signature

• NFC Silence

• Low power consumption

• < 6 μA Standby

• < 0.25 μA Hard power down

NTAG 5 link

• NFC Forum compliant Type 5 tag

• ISO/IEC 15693 compliant

• Active Load Modulation feature for 
performance boost

• 2048 bytes user memory

• 256 bytes SRAM

• Configurable wired interfaces:

• I2C master and slave 

• PWM / GPIO

• NFC Field detection

• Energy harvesting with output up to 30mW

• 3 configurable user memory areas

• 32/64-bit password protection

• 128-bit AES mutual authentication

• ECC reprogrammable originality Signature

• NFC Silence

• Low power consumption

• < 10 μA Standby

• < 0.25 μA Hard power down

NTAG 5 boost

* only NTP5332 supports AES and I²C master
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Introduction
NTAG 5 Product family

• NFC Forum compliant Type 5 tag

• ISO/IEC 15693 compliant

• 512 bytes user memory

• Configurable wired interfaces:

• PWM / GPIO

• NFC Field detection

• Energy harvesting with output up to 30mW

• 3 configurable user memory areas

• 32/64-bit password protection

• ECC reprogrammable originality Signature

• Low power consumption

• < 6 μA Standby

• < 0.25 μA Hard power down

NTAG 5 switch
• NFC Forum compliant Type 5 tag

• ISO/IEC 15693 compliant

• 2048 bytes user memory

• 256 bytes SRAM

• Configurable wired interfaces:

• I2C master and slave*

• PWM / GPIO

• NFC Field detection

• Energy harvesting with output up to 30mW

• 3 configurable user memory areas

• 32/64-bit password protection

• 128-bit AES mutual authentication*

• ECC reprogrammable originality Signature

• NFC Silence

• Low power consumption

• < 6 μA Standby

• < 0.25 μA Hard power down

NTAG 5 link

• NFC Forum compliant Type 5 tag

• ISO/IEC 15693 compliant

• Active Load Modulation feature for 
performance boost

• 2048 bytes user memory

• 256 bytes SRAM

• Configurable wired interfaces:

• I2C master and slave 

• PWM / GPIO

• NFC Field detection

• Energy harvesting with output up to 30mW

• 3 configurable user memory areas

• 32/64-bit password protection

• 128-bit AES mutual authentication

• ECC reprogrammable originality Signature

• NFC Silence

• Low power consumption

• < 10 μA Standby

• < 0.25 μA Hard power down

NTAG 5 boost

* only NTP5332 supports AES and I²C master
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Introduction
NTAG 5 comparison with other NFC tags

Feature NTAG 21xF NTAG I²C plus NTAG 5 switch NTAG 5 link NTAG 5 boost

NFC interface ISO/IEC14443 ISO/IEC14443 ISO/IEC15693 ISO/IEC15693 ISO/IEC15693

Max. speed - NFC/I²C 106 kbps/- 106 kbps/400 kHz 53 kbps/- 53 kbps/400 kHz 53 kbps/400 kHz

Memory size 144 or 888 bytes
888 or 1912 bytes
64 bytes SRAM

512 bytes
2048 bytes

256 bytes SRAM
2048 bytes

256 bytes SRAM

Memory protection from NFC 
perspective

Read only locking and  
32-bit PWD

Read only locking and  
32-bit PWD

Read only locking and 
32- or 64-bit PWD

Read only locking and 
32- or 64-bit PWD or AES 

mutual auth.

Read only locking and 32/ 64-bit 
PWD or AES mutual auth.

Memory protection from 
connected host

- Password protected area - 32-bit PWD 32-bit PWD

Memory areas 2 2 3 3 3

Originality Signature fixed fixed re-programmable re-programmable re-programmable

GPO/Event detection Only NFC field
NFC field and interface 

arbitration
Yes Yes Yes

Energy harvesting -
Yes

up to 15 mW
Regulated 

up to 30 mW
Regulated

up to 30 mW
When used as passive 
regulated up to 30 mW

GPIO +  PWM - - yes yes yes

I²C interface - slave - slave / master slave / master

Pass-through - proprietary -
proprietary and 
standardized

proprietary and standardized

Standby / Hard-power-down - - 6µA/0.25µA 6µA/0.25µA 10µA/0.25µA

Active load modulation - - - - Yes, when VCC supplied
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More support
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More support
Relevant resources regarding NTAG 5 family

 NTAG 5 switch website
https://www.nxp.com/products/rfid-nfc/nfc-hf/ntag/nfc-tags-for-electronics/ntag-5-switch-nfc-forum-
compliant-pwm-gpio-bridge-for-lighting-and-gaming:NTAG5-SWITCH

 NTAG 5 link website
https://www.nxp.com/products/rfid-nfc/nfc-hf/ntag/nfc-tags-for-electronics/ntag-5-link-nfc-forum-
compliant-ic-bridge-for-iot-on-demand:NTAG5-LINK

 NTAG 5 boost website
https://www.nxp.com/products/rfid-nfc/nfc-hf/ntag/nfc-tags-for-electronics/ntag-5-boost-nfc-forum-
compliant-ic-bridge-for-tiny-devices:NTAG5-BOOST

 NTAG 5 development kit
http://www.nxp.com/products/rfid-nfc/nfc-hf/ntag/ntag-5-development-kit:OM23510ARD

 NXP Tech community 
https://www.nxp.com/support/support:SUPPORTHOME
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MobileKnowledge
Contact

contact@themobileknowledge.com

themobileknowledge.com

Your trusted partner and expert design house for 
NFC technology

We are your ideal engineering consultant for any specific support in connection with 
your IoT and NFC developments. We design and develop secure HW systems, 
embedded FW, mobile phone and secure cloud applications.

Our services include:

 Secure hardware design

 Embedded software development

 NFC antenna design and evaluation

 NFC Wearable

 EMV L1 pre-certification support

 Mobile and cloud application development

 Secure e2e system design 



44

NTAG 5 Product family presentation 
Product introduction

Time for

Q & A

Pablo Fuentes (Speaker)
Angela Gemio (Host)
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Thank you for your kind attention!

Please remember to fill out our evaluation survey (pop-up)

Check your email for material download and on-demand video
addresses

Please check NXP and MobileKnowledge websites for upcoming 
webinars and training sessions

http://www.nxp.com/support/classroom-training-events:CLASSROOM-TRAINING-EVENTS

www.themobileknowledge.com/content/knowledge-catalog-0

NTAG 5 Product family presentation 
Product introduction
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MobileKnowledge

MobileKnowledge is a team of HW, SW and system engineers, experts in smart, connected and 
secure technologies for the IoT world. We are your ideal engineering consultant for any specific 
support in connection with your IoT and NFC developments. We design and develop secure HW 
systems, embedded FW, mobile phone and secure cloud applications.

Our services include:

 Secure hardware design

 Embedded software development

 NFC antenna design and evaluation

 NFC Wearable

 EMV L1 pre-certification support

 Mobile and cloud application development

 Secure e2e system design 

We help companies leverage 
the secure IoT revolution 

www.themobileknowledge.com

mk@themobileknowledge.com


